Course Projects for CSIT 5600
(For Monday Section)

Project Presentations: Final 2 weeks of semester
Final Project Report: During the final week of classes (Week May 27)
Objective:
The objectives of the project are:

· To get very familiar with a specific topic related to Internet Infrastructures (e.g., switches and routers)
· To survey state-of-the-art research efforts in the area

· To survey state-of-the-art commercial products in the area

· Give your input and opinion about both the research as well as the commercial side of the area

· To document your surveys (as well as your own input) into a small written report

· To present your findings to the whole class in a 20-minute presentation

Logistics:
· A number of potential projects are listed below (you can choose your own project).
· Form a group (1 to 3 students), and choose 3 projects (prioritized)
· The projects are chosen on a first-come-first-served basis. Email the TA (Miss. Lu Wang) wanglu@ust.hk  starting from 12:00 pm 18 March   (deadline: 12:00 pm 20 March).

Email format: (Please rigorously adhere to it)
	Header
	CSIT5600 project selection (track number)

	Body
	Group members: a list of full names (student IDs)

Project numbers (in descending priority order) 


For each group, please just send one email.

· The TA will receive all inputs and coordinate with all of you such that everyone is assigned a project. Since our goal is to cover as many topics as possible, you may not get the project that you want – but we will try to minimize that.
· A 20-minute presentation is to be given in the last two weeks of the semester (May 6 and May 13).
· A final report is to be handed in during the final week of classes (Week May 27)
Potential projects

General Projects
Project #1 IP Core Routers

IP core routers are high-performance routers that form some of the key building blocks of the Internet. This project intends to survey all the architectures that have been proposed for these types of switches in both academia and industry (Input queued, output queued, shared memory, massively parallel, etc.). In addition, the project should cover all the major building blocks of the architectures (e.g., network processors, fabric, schedulers, traffic managers, etc.). Then you should discuss the capacity, scalability, and functionalities (types of interfaces, reliability, etc.) of these core routers.

Project #2 Network-on-Chip for Telecom Equipment
The scaling of microchip technologies has enabled large scale systems-on-chip (SoC). Network-on-chip (NoC) research addresses global communication in SoC, involving (i) a move from computation-centric to communication-centric design and (ii) the implementation of scalable communication structures. It is emerging as the solution for the problems of interconnecting dozens of cores into a single system on chip.
In this project, you are to review state-of-the-art  NoC designs, and especially their application in telecom equipment design..
Project #3 Cloud Computing
Cloud computing is a new technology for allocating computing and storage resources. Briefly, it is a paradigm shift whereby details are abstracted from the users who no longer have need of, expertise in, or control over the technology infrastructure “in the cloud”. Computing services cover a large range of areas, such as data storage and processing to software. Applications like email handling, are now available instantly, commitment-free and on-demand. Nowadays, this new economic model for computing has attracted massive global investment. According to IDC’s analysis, it’s forecasted in worldwide that the cloud services in 2009 will be in the order of $17.4bn. 
This project aims to give a survey on this emergent technology. Meanwhile, you should also look from the opposite aspect and discuss the potential problems the technology brings about. (e.g. the risks of using this technology.).
Project #4: Openflow

The Openflow Switching Protocol is a new communication protocol that gives a controller access to the data path of a switch or router over the network. This allows the high level control software for the switch to run on a standard PC server, instead of the CPU inside the switch. It has a huge potential in reducing telecom equipment costs and in increasing their effectiveness.
In this project, you need to understand and describe the basic framework of Openflow. Your report should include the most recent technologies and applications of Openflow.
Specific Projects
Project #5 VOQ Crossbar Schedulers
Since in one time slot, each input can send at most one packet, and each output can receive at most one packet, scheduling algorithms are necessary for crossbar switches to find a proper one-to-one match between inputs and outputs in order to configure the crossbar. A variety of scheduling algorithms are proposed for the VOQ architecture.
Some popular and effective schemes are: 

1) Maximum Weight Matching (MWM) scheduling algorithms
In MWM algorithms, a weight is attached with each request from inputs to outputs. The weight could be the number of cells in the VOQ, the waiting time of HOL cell in the VOQ, etc. The algorithm picks a match such that the weight of the matching is maximized. MWM scheduling algorithms achieve 100% throughput under any admissible traffic. However, the good performance in stability is at the expense of high computation complexity.  

2) Maximum/Maximal Size Matching (MSM) scheduling algorithms
This type of algorithm picks a match that maximizes the number of input/output connections. They are favored due to their simplicity to be implemented in hardware with today’s technologies. They provide 100% throughput under uniform traffic and fairly good delay performance as well. However, MSM are not stable under non-uniform traffic. Most of the MSM algorithms take an iterative Request-Grant-Accept (RGA) procedure. The following graph shows the RGA in a 4x4 switch.
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3) Randomized Scheduling Algorithms

Recently, randomized algorithms are proposed to overcome the complexity of MWM algorithms and to achieve stability under any admissible traffic as well. They are proved to be stable under all admissible traffic too. But with the help of memory, these algorithms are much simpler than traditional MWM algorithms. 

This project is to survey all the research and commercial schedulers/arbiters that been proposed for VoQ crossbar-based switches.
Project #6 Active Queue Management

The TCP transport protocol has the ability of detecting congestions when a packet has been dropped, and adjusts its transmission rate accordingly. However, a lot of TCP implementations do not include the congestion avoidance mechanism. Furthermore, UDP flows (e.g.; voice, video) may keep sending packets even when they receive a congestion indication. Consequently, the bandwidth is more easily used up by then than other TCP compatible flows. As a result, an effective detection of congestion and the ability of achieving fair share among flows should be implemented in the routers. Active queue management (AQM) algorithms help end hosts make decisions about transmission rates by providing congestion information based on characteristics of a router’s queue. The advantages of such feedback seem obvious, and the IETF recommends the use of AQM to reduce loss rate, to support low-delay interactive services, and to avoid TCP lock-out behavior. 

The most well-known AQM algorithm is the Random Early Detection (RED) gateway. A router implementing RED maintains a single FIFO to be shared by all the flows, and drops an arriving packet at random during periods of congestion. The drop probability increases with the level of congestion. By keeping the average queue-size small, RED reduces the delays experienced by most flows. The problem of RED is it has no ability to distinguish unresponsive flows and to achieve fair queuing. An improvement is CHOKe which differentially penalizes misbehaving flows by dropping more of their packets. By doing this, CHOKe aims to approximate max-min fairness for the flows that pass through a congested router. The procedure of CHOKe is shown in the following graph:
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This project is to survey most of the research and commercial efforts related to AQM.
Project #7 Gigabit Ethernet
In today's networks, Ethernet accounts for approximately 80% of all LAN connections, with numbers steadily increasing as Gigabit Ethernet delivers what customers need. Gigabit Ethernet is the latest speed extension of the ubiquitous Ethernet technology. It is currently in the draft stage of IEEE standardization and is known as IEEE P802.3z draft standard. 

Ethernet is successful for several reasons. The technology is simple and uncomplicated, and this translates into high reliability and low cost of maintenance. Ethernet continues to evolve to meet the needs of its customers, as evidenced by the dash to standardize Gigabit Ethernet so quickly. In addition, Gigabit Ethernet offers higher performance, lower maintenance costs, lower cost of entry and increased scalability when compared to other high-speed technologies.

One leap in the drive to standardize Gigabit Ethernet came through adapting existing technology. When creating a new high-speed networking system, the largest obstacle to overcome is developing a physical layer which can reliably deliver data at increased speeds. To circumvent this problem and advance the entire process more quickly, the HSSG (High Speed Study Group) proposed a crossover of technologies. The well-characterized and well-understood IEEE 802.3 MAC was layered on top of the already developed and tested physical layer of the ANSI standard Fibre-Channel. In this manner, a high-speed system could be engineered without the risk of developing a completely new and untried physical layer.

This project is to survey the most recent technologies and applications of gigabit Ethernet.
Project #8 Storage Area Networks
A SAN, or storage area network, is a dedicated network that is separate from LANs and WANs.  It generally serves to interconnect the storage-related resources that are connected to one or more servers.  It is often characterized by its high interconnection data rates (Gigabits/sec) between member storage peripherals and by its highly scalable architecture.  Though typically spoken of in terms of hardware, SANs very often include specialized software for their management, monitoring and configuration.  

SANs can provide many benefits.  Centralizing data storage operations and their management is certainly one of the chief reasons that SANs are being specified and deployed today.  Administrating all of the storage resources in high-growth and mission-critical environments can be daunting and very expensive.  SANs can dramatically reduce the management costs and complexity of these environments while providing significant technical advantages.
This project is to survey both the hardware and software configurations in SANs and identify their applications as well.
Project #9 Internet QoS Algorithms
The inclusion of QoS into the Internet has been proposed for a long time. This includes standards such as RSVP and DiffServ. In addition, most commercial switches and routers have QoS capabilities even though they are seldom used.
This project is to survey all the frameworks and algorithms proposed for QoS. Then, it should compare their strengths and weaknesses. In addition, it should give some guidance into the commercial chips and products that are already available and pin-point the difficulty of designing these products.

Project #10 Networking Security 

One of the key challenges of this information age is network and data security. The aim of this project is to survey and assess the security mechanisms that are being proposed and adopted for both wired as well as wireless networks. 
Project #11 Peer to peer communications

P2P is an alternative communication model besides the well-established service access models, such as the client-server model and the push model. The idea in the P2P model is twofold: (1) plain sharing of information among users, and (2) work in tandem with the client-server model for performance reasons. So far, P2P networks have relied on the fixed Internet infrastructure. New challenges in designing P2P network systems will include communication protocols to support P2P communications in a heterogeneous network including the fixed Internet, wireless LANs, and the 3G/4G systems. The project will survey current research on the P2P systems and pioneering work of adding mobility to the P2P services.

Project #12 Multistage Switching
In order to meet the requirement of ever increasing large scale switching. Several multistage switching structures have been proposed. The most famous one would be the Clos network. The following figure shows an example of a 3-stage Clos network. The advantage of such network is that connection between a large number of input and output ports can be made by using only small-sized switches. A bipartite matching between the ports can be made by configuring the switches in all stages. As shown in the figure, each of the Clos middle-stage switches implements one time slot of the TST crossbar inside a frame; there are N2 middle-stage switches in the Clos network, and there must be N2 time slots in each frame of the crossbar in the TST switch. The role of each input TSI in the TST is to "switch" in time any connection, from the arbitrary time slot that it arrives at, to an arbitrary time slot when the crossbar is available to serve it; correspondingly, the role of each first-stage switch in the Clos is to switch "in space" any connection, from the arbitrary input port that it enters on, to an arbitrary middle-stage switch that is available to serve it. The general Clos fabric has N1 first-stage switches, each of them of size INxN2; and there are N2 middle-stage switches, each of them of size N1xN3. The corresponding TST system has N1 input TSI's --one for each of the N1 input ports of the crossbar; each input TSI receives a frame consisting of IN time slots, and arbitrarily rearranges its contents placing them into a frame consisting of N2 time slots; the crossbar is of size N1xN3 and is shared among the N2 time slots in its frame (reconfigured N2 times per frame). Output TSI's in TST play a role corresponding to the third-stage switches in Clos, in a way analogous to input TSI's and first-stage switches.
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Here are some important Clos theorems:
If N2 ≥ IN+OUT - 1, the clos network is strict-sense nonblocking, meaning that an unused input on an ingress switch can always be connected to an unused output on an egress switch, without having to re-arrange existing calls.
If N2 ≥max{IN, OUT}, the clos network is rearrangeably nonblocking, meaning that an unused input on an ingress switch can always be connected to an unused output on an egress switch, but for this to take place, existing calls may have to be rearranged by assigning them to different centre stage switches in the Clos network
This project is to survey all the research and commercial efforts related to the multistage switching, especially the Clos network.
Project 13: QoS in Wireless LAN

The IEEE802.11E standard was released a few years ago as a standard for providing Quality of Service guarantees in Wireless Local Area NEtworks based on the IEEE 802.11.
The goal of this project is to study the standard document thoroughly, to survey major chipsets

available in the market now that implement the IEEE802.11E and support the WMM extensions,

and criticize the standard with respect to its ability to effectively provide QoS/Service Differentiation.

Experimentation with with some hardware (provided) may be needed.
Project 14: WiMAX
WiMAX, meaning Worldwide Interoperability for Microwave Access, is a telecommunications technology that provides wireless transmission of data using a variety of transmission modes, from point-to-multipoint links to portable and fully mobile internet access. The technology provides up to 10 Mbps broadband speed without the need for cables. The technology is based on the IEEE 802.16 standard (also called Broadband Wireless Access).
This goal of this project is to survey the most recent technologies and applications of WiMAX.
Project 15: Performance Evaluation models of IEEE 802.11e

Many papers have been published in the literature to study the performance of IEEE 802.11E standard.

They mostly use Markovian models and are very similar to each other. 
The goal of this project is to study the IEEE802.11 standard thoroughly and to survey major works that have been done in the area of analytical modeling of the IEEE 802.11e standard. The ultimate goal is to develop a critical comparative study of the different proposed models in terms of the level of detail included in the model, in terms of accuracy of the results obtained by the model, the simplicity of the method, and how much information does the model give us on the IEEE802.11e protocol behavior.

Project 16: Congestion Control for high speed networks

High-speed networks are becoming more and more common nowadays. Most end systems (PCs and Notebooks) are equipped with Gigabit Ethernet interface cards, and/or wireless IEEE 802.11n based interface cards roughly achieving 100Mbps. It's been shown that in high bandwidth-delay product networks current TCP cannot achieve a good throughput. Several congestion control algorithms have been proposed for high speed networks.Their main objective is to achieve a high bandwidth utilization while maintaining some fairness among flows.

The goal of this project is to study thoroughly the different proposed congestion control algorithms for high speed networks and provide  a critical comparison between them in terms of how well they achieve the goals they have been designed to achieve and how well they integrate within the current Internet.

Project 17: Simulation tools

Performance evaluation is an important part of the design cycle in engineering, and especially in the design of computer and communication systems. Simulation is the most adopted approach for studying the performance of such systems in general. Because of the complexity of network protocols, most simulations are designed within an already existing simulation framework that provides many basic building blocks of computer networks. Many such simulation tools exist and are available to the network designer e.g., NS2, Opnet Modeller, QualNet, Omnet++.
The goal of this project is to survey the major existing simulation tools in the market and provide a comparison between them in terms of cost, difficulty of familiarizing with the tool, availability of documentation and support, availability of reusable public code, popularity, the areas covered by the simulator and the library of already available modules to use, the area where the simulator is better than the others (e.g. wireless simulation, Internet protocols simulation, queuing networks simulation, ...).
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